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Self Introduction

My name is Diya Rathod, and I have an undergraduate degree in Computer Science and a year of analytical professional experience and with a strong desire to further my education and expand my knowledge in Cyber Security. I come from a small family in Mumbai, India, where my father is employed at AGS Transact Technologies lTD as an Accounts Manager. I also have a sister who is currently in the 10th grade completing her studies.
I completed my secondary education from. After which, I enrolled in the Bachelor of Science, Computer Science program at Kalina University, Raipur.

I actively attempt to improve and upgrade my knowledge and skills. I enjoy remaining up to date on industry trends by attending a variety of courses and workshops. My professional journey began with an internship at Joshi & Bhatt Associates as a Database Administrator. I oversaw maintaining, securing, and managing databases, as well as ensuring that data was stored and retrieved correctly. During this time, I gained clarity regarding my career direction. Although I did not have much time to work on the AI components, I was able to see their performance in action and understand their actual power. This realisation gave me a sense of leveraging my technological education. After some consideration, I opted to further my studies with an MS in Computer Securites.


Why This Country

France is a leading innovator in digital technology, cybersecurity, and artificial intelligence, with a strong focus on research and development. French universities frequently partner with research institutes such as INRIA (National Institute for Research in Computer Science and Automation), giving students access to cutting-edge research.
Cybersecurity Clusters: France has dedicated clusters such as "Pôle d'Excellence Cyber," which promote collaboration among industry, government entities, and universities, allowing innovation and student participation in real-world difficulties.

France's cybersecurity business is quickly increasing, with premier companies such as Thales, Capgemini, and Atos leading the way. Graduates can pursue a variety of careers in industries such as banking, defense, telecommunications, and information technology.
Internship and Job Opportunities: Many institutions have formed relationships with prominent cybersecurity organizations, allowing students to obtain practical experience through internships and placements, so increasing their employability.

The French government prioritizes cybersecurity, launching measures such as the "Cybersecurity Plan" to strengthen national defense against cyber threats. This dedication has resulted in an increase in demand for cybersecurity expertise.
Overall, France’s quality education, reasonable tuition fee, multicultural environment, research opportunities, internship and job opportunities and safe and secure environment make it an ideal destination for international students who want to pursue their Masters program.




Why this University

EPITA University is one of the top schools, and I chose it because I wanted to study at a prestigious, internationally acknowledged university that provides work-study opportunities beginning in the first year of study. I was pleased by EPITA's creative methodology and academic excellence, as well as the opportunity to learn from renowned guest speakers and professors. I also loved how EPITA is a human-sized school that is concerned with its students' personal and professional growth. EPITA is a fantastic option for anyone looking to become an innovative and socially responsible company leader with a global perspective.
Furthermore, EPITA has a student-centered approach, investing in contemporary facilities and chances for students to gain practical skills and experience. It is also located in the centre of Paris, a city renowned for its culture, history, and beauty. 
Overall, I am interested in technical and practical education. EPITA University in France, which offers opportunities for international exposure and a vibrant study atmosphere, could be a suitable fit for me.

Why This course

EPITA’s specialised education in information technology, computer science, and engineering. The university's emphasis on technical knowledge makes it an excellent choice for those interested in a career in computer security.
EPITA's curriculum is highly specialised and industry-relevant, including topics such as cryptography, ethical hacking, malware analysis, network security, and system vulnerabilities. The curriculum is constantly updated to reflect the most recent trends and technologies in cybersecurity.

EPITA's educational philosophy places a major emphasis on hands-on learning. Students focus on real-world cybersecurity concerns and are encouraged to create their own projects and solutions. This practical approach guarantees that graduates have the necessary skills to face industry difficulties.
EPITA offers cutting-edge labs complete with modern technologies for cybersecurity analysis, hacker simulations, and system defence. These materials give students hands-on experience with tools used in the field, such as IDS/IPS systems, firewalls, and vulnerability scanners.

EPITA's faculty is highly qualified, having substantial business and academic experience in cybersecurity. Professors are not just educators, but also active researchers and specialists who provide students with cutting-edge information.
Research Opportunities: The university actively fosters cybersecurity research. Students can contribute to ongoing research in fields such as data protection, blockchain security, and artificial intelligence in security. EPITA's research ties with organisations such as INRIA and ANSSI (French National Cybersecurity Agency) position it as an innovation hub.




Future Plans

After completing my education at EPITA, I intend to return to India and work for a reputable firm. The country's fast developing job market is driving up need for skilled employees who understand advanced AI theories. Currently, the biggest companies in business and technology are rapidly adopting AI and Cyber Security technologies. As a result, my long-term ambition of establishing a successful career by capitalizing on AI's tremendous potential in a variety of fields motivates me. This degree will not only discover professional pathways but also be my lifetime opportunity to make an impact in the industry. Given the favorable conditions, I will go on an entrepreneurial journey at the appropriate time.

